
1. Alternative Approaches for 
Border and Identity Management

What kind of alternative approaches can 
assist government in delivering 
increased border security with improved 
facilitation? How can alternative 
approaches be applied to managing 
trusted identities of travelers, citizens, 
migrants or refugees? How can 
alternative approaches be used ensure 
that all authorities have a single view of 
the customer: “One Person-One 
Identity”?

2. New Ways to Collect, Manage 
and Use Data

What are some new approaches to 
collecting biographical and biometric 
data? What other non-sensitive data 
attributes can identity authorities 
legally collect and use to enhance 
decision-making? How could “self-
sovereign” personally identifiable 
information (PII) be legally used in 
border management and identity 
systems [BMIS]? 

3. Ensuring End-to-End Trust in 
Identities & Credentials

To what extent can the entire identity 
chain be secured? How do we reliably 
determine “original identities”? Is it 
possible to solve the breeder 
document problem? Has “Evidence of 
Identity” now superseded absolute 
identity? How can we reliably end 
biographical and biometric identities 
to ensure that they are not stolen and 
reused?

4. New Approaches Using Mobile 
Solutions

How can mobile devices used by 
customers and identity authorities 
enhance identity and border 
management? Will smartphone-based 
applications offer better services to 
customers and protect personally 
identifiable information? What types 
of mobile solutions assist government 
in delivering increased security with 
improved convenience?
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